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Abstract—Low-Power Wide-Area Network (LPWAN) multi-
Radio Access Technology (RAT) devices combine features of
different low-power network technologies to flexibly manage
heterogeneous requirements stemming from various Internet of
Things (IoT) applications. IEEE 802.11ah is a novel technol-
ogy that is envisioned to provide a “bridge” between Wi-Fi
and LPWANs, thus it has been often considered as one of the
supporting technologies in multi-RAT devices. In such multi-
RAT scenarios, network discovery and handover procedures
need to be utilized for determining the availability of a given
technology and managing if the connection to the technology
should be initiated. However, traditional discovery and handover
procedures, such as beacon listening, have to be performed peri-
odically and, therefore, consume substantial amount of energy,
making them unsuitable for battery-powered IoT devices. To
address this issue, we present a mechanism that is able to make
more optimal discovery and handover decisions by leveraging
the physical location information of the multi-RAT devices. We
demonstrate how this approach is feasible in performing energy
efficient handovers between a LPWAN technology (NB-IoT) and
IEEE 802.11ah based on estimated location. We do that by show-
ing that the location-based procedure substantially reduces the
energy consumption of the mobile device compared to the tradi-
tional discovery based on periodical listening for beacons, while
maintaining comparable duration of the device’s association to
IEEE 802.11ah. Moreover, we evaluate the energy and delay
overheads caused by the localization service, showing only slight
effects on the performance of the mechanism.

Index Terms—IEEE 802.11ah, low-power wide-area networks,
network discovery, vertical handover, location-awareness.

I. INTRODUCTION

IN RECENT years, we are witnessing an increase in uti-
lization of Low-Power Wide-Area Network (LPWAN) tech-

nologies in a variety of Internet of Things (IoT) contexts, such
as in asset tracking, smart metering, and fleet management [1].
These technologies utilize sub-GHz frequencies and feature
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long communication ranges and low power performance. Some
LPWAN technologies offer connectivity over a range of tens
of kilometers with up to kilobit per second throughputs (e.g.,
NB-IoT, LoRa, Sigfox). In contrast, shorter range sub-GHz
technologies, such as IEEE 802.11ah, provide hundreds of
kilobits data rates at the range of around 1 kilometer [2], [3].
As such, IEEE 802.11ah is suitable for bandwidth-consuming
tasks, such as firmware updates or data offloading. Its higher
data-rate and shorter airtime make it highly energy efficient
compared to the longer range LPWAN alternatives [3].

Many IoT applications would benefit from almost full
coverage of long-range LPWANs combined with the higher
throughput and energy efficiency of IEEE 802.11ah. To enable
that, several multi-Radio Access Technology (RAT) devices
have been proposed (e.g., [4]). On the one hand, LPWAN
technologies, despite having lower throughput, can more eas-
ily provide omnipresent coverage. As IEEE 802.11ah is
not expected to be continuously available, while LPWAN
technologies can more easily provide omnipresent coverage,
these multi-RAT devices will have to utilize a certain pro-
cedure for managing if a network discovery or handover to
IEEE 802.11ah should be performed. Existing Wi-Fi discovery
and handover procedures mostly rely on the device listening
for beacons transmitted by the nearby IEEE 802.11ah Access
Point (AP) [5]. When a beacon is received, the device initiates
a connection to IEEE 802.11ah. This procedure consumes high
amounts of energy due to periodic beacon listening even when
IEEE 802.11ah is not available, which is undesirable for IoT
applications targeting low power performance, such as those
using battery-powered actuators or sensors.

A large number of IoT applications envision some type
of localization or tracking of the mobile IEEE 802.11ah-
enabled multi-RAT devices [4]. These use-cases might have
heterogeneous requirements, such as maximizing battery life
or association duration to a specific network, being deployed
in environments with different characteristics (e.g., urban, sub-
urban, rural) with different types of location services. Hence,
as the physical location of the device is already tracked for
application purposes, it can potentially be used “for free” for
performing energy efficient discovery and network handover
management. This argument has been outlined in different
works in the literature, however usually aiming at more tradi-
tional Wi-Fi and LPWAN technologies (cf., Section II). Based
on this intuition, in this paper we present a mechanism that,
based on the location information of the multi-RAT device,
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can perform more efficient discovery and handover procedures
between sub-GHz LPWAN technologies and IEEE 802.11ah
than the traditional approach. Specifically, we envision multi-
RAT devices that exhibit mobility across wide areas that can
not be covered by a single IEEE 802.11ah network. Moreover,
they will move across different environments. The mechanism
reduces the need for continuous idle listening as the device is
able to listen for beacons only if there is a high probability that
a given technology will be available, with the result of being
adaptable to different conditions (e.g., environments, localiza-
tion services), supporting IoT use-cases with heterogeneous
requirements.

We follow by exhaustively evaluating the presented mech-
anism accounting for location-dependent signal attenuation,
localization errors of different types of underlying localiza-
tion services, and overhead and latency of message exchange
between the multi-RAT device and network management
back-end. Specifically, we chose NB-IoT as LPWAN technol-
ogy. Finally, we demonstrate the flexibility of the presented
mechanism and, therefore, its feasibility in supporting highly
heterogeneous set of use-cases. In particular, we show that
the mechanism consistently outperforms the baseline, it can
be supported by different localization services, and can be
adapted to different types of deployment environments, as well
as to different use-case requirements.

The rest of this paper is structured as follows. The next
section discusses the related literature. In Section III we
outline the proposed mechanism for location-based discov-
ery and handover in LPWAN networks with IEEE 802.11ah.
In Section IV, we discuss the approach in evaluating the
performance of the presented mechanism, as well as out-
line the obtained results. Finally, we conclude the paper and
provide several directions for future efforts in Section V.

II. RELATED WORK

In this section, we provide an overview of the exist-
ing efforts aiming at enabling IoT applications using
IEEE 802.11ah and supporting location-based discovery and
handover in Wi-Fi and LPWAN networks.

A. IEEE 802.11ah in IoT

IEEE 802.11ah is a novel Wi-Fi-based communication stan-
dard, providing comparatively higher communication range,
scalability, and energy efficiency than the other standards from
the Wi-Fi umbrella [6]. As mentioned, IEEE 802.11ah is
envisioned to serve as a “bridge” between traditional Wi-Fi
targeting Local Area Network (LAN) deployments on the
one hand and various LPWAN technologies on the other. As
such, it is expected to be a suitable candidate for enabling
a variety of use-cases in different industrial verticals, where
these use-cases are expected to posit a highly heterogeneous
set of requirements on the underlying IEEE 802.11ah-based
networking infrastructures.

For example, IEEE 802.11ah is envisioned as an enabler of
a variety of use-cases, ranging from smart sensors and meters
for environmental monitoring to tracking devices for elderly
care [6]. For optimizing the performance in such use-cases, the

underlying IEEE 802.11ah-based network solutions should be
highly energy efficient, while the other requirements such as
the communication delay or data throughput are considered
as less relevant. Similarly, IEEE 802.11ah is envisioned as an
enabler of a variety of Machine to Machine (M2M) appli-
cations in a number of IoT contexts [7]. The requirements
toward the underlying IEEE 802.11ah networks are expected
to include supporting a large number of power-constrained
stations over a long transmission range, where these messages
are small and sent infrequently with a non-critical delay [7].
Adversely, IEEE 802.11ah is also envisioned as an enabler in
the context of Smart Industries [8], primarily as a replace-
ment of wired infrastructures. IEEE 802.11ah will in this
context serve for supporting time-constrained control loops,
which find their utilization in applications such as connected
lighting or communication with mobile infrastructures such as
drones, robots, cranes, etc. In such scenarios, the most strin-
gent application requirement for IEEE 802.11ah is the short
communication delay in the sub-second range [8]. Finally,
IEEE 802.11ah is envisioned as an enabler in large IoT con-
texts, where it will serve as a “hotspot” for high data-rate
communication tasks such as firmware updates or data offload-
ing, while another technology with a longer range is expected
to provide basic connectivity. Example applications in this
context include monitoring of construction and other industrial
equipment [4], and data offloading in Smart Agriculture [9]
and emergency response scenarios [10].

From the discussion above, it is clear that IEEE 802.11ah
will be used for enabling use-cases in a variety of indus-
trial verticals. These use-cases are expected to feature a
highly heterogeneous set of requirements and will be opera-
tional in different types on deployments environments. This
implies that IEEE 802.11ah should be highly flexible and
tuneable based on the requirements of the use-cases to be sup-
ported, providing the main motivation for this work. Finally,
IEEE 802.11ah will often be utilized jointly with other com-
munication technologies with differing features. As a result,
multi-RAT devices, such as the one from [4], have been
proposed for simultaneously benefiting from the features of
different technologies.

B. Location-Based Discovery and Handover

In multi-RAT setups there is a need for a mechanism for
establishing if a multi-RAT device is in the communication
range of a certain technology, typically known as a network
discovery mechanism. Similarly, there is a need for switch-
ing between different network technologies supported by the
device based on their availability and other features such
as the supported data-rate. This process is usually supported
through a network handover mechanism. This mechanism can
be categorized into horizontal handover for switching between
APs or gateways of the same network and vertical han-
dover for switching between different network technologies.
Traditional discovery and handover approaches are mostly
based on beacon listening, but also on active probing or
blind data transmissions. However, even though the latter is
energy efficient, its communication reliability is rather low in
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scenarios without full coverage [11]. The traditional mecha-
nisms based on beacon listening or active probing result in
excessive energy consumption of the multi-RAT devices.

As an alternative, the decision on when to trigger network
discovery and handovers can be based on physical locations
of the networking devices. Specifically, our previous work [5]
outline a mechanism that utilizes location-awareness for per-
forming significantly more efficient discovery and handover
procedures between sub-GHz LPWAN technologies in out-
door environments compared to the utilization of traditional
mechanisms. In the presented approach, the decision on when
to perform a discovery of or handover between LPWAN tech-
nologies is based on the physical locations of the device and
the APs. By utilizing the locations and high-level knowledge
about the environment of interest (i.e., average path loss in the
environment), the system is able to determine the expected
Signal-to-Noise Ratio (SNR) between the devices, which is
then used for deciding if the handover should be initiated.
The mechanism uses a log-distance propagation loss model
with parameters that can be adapted to different scenarios.
In our previous research, we have evaluated different propa-
gation loss models ([12], [13]) and we chose AH Macro as
log-distance propagation loss model used in the mechanism as
it provided a good fit to the real data in an outdoor environ-
ment. Due to the design advantages of location-based vertical
handover outlined in [14], different flavors of this mechanism
have been evaluated for established LPWAN technologies such
as Sigfox and LoRa [14], as well as for the combination of
traditional Wi-Fi networks and IEEE 802.11ah [15].

These studies generally suggest highly promising
performance of the location-based discovery and verti-
cal handover, especially for LPWAN technologies for which
energy efficiency is among the primary concerns. Based
on these insights, in this paper we extend our work in [5]
(a conference paper) by adapting the originally proposed
mechanism for enhancing its flexibility in supporting IoT
use-cases with heterogeneous requirements. Moreover, we
consider a more realistic environment with signal attenua-
tion due to obstacles, and the control overhead in latency
and energy of the mechanism for different localization
technologies. In contrast to our previous work [15] that
focuses on the interplay between IEEE 802.11ah, which is
per-se novel, and traditional Wi-Fi, we now focus on the
combination of IEEE 802.11ah and NB-IoT, a representative
of LPWAN technologies with substantial utilization in IoT
contexts [16], [17].

III. LOCATION-BASED DISCOVERY AND NETWORK

HANDOVER IN IEEE 802.11AH

In this section, we provide a high-level overview of the
mechanism for location-based discovery and vertical han-
dover in LPWAN networks with IEEE 802.11ah. We follow
by discussing its applicability for supporting use-cases with
heterogeneous requirements.

A. Location-Based Discovery and Handover Mechanism

An overview of the considered scenario is given in Figure 1.
We assume the location information of the IEEE 802.11ah

Fig. 1. The considered scenario with a device implementing multiple sub-
GHz technologies.

AP in an environment of interest to be perfectly accurate
and known by a mobile multi-RAT device, which is a real-
istic assumption given that such APs are usually statically
deployed [18], [19]. Moreover, we assume that the multi-
RAT device supports at least one LPWAN technology jointly
with IEEE 802.11ah. Additionally, we assume that the 2-
dimensional (2D) coordinates of the location information of
the device can be estimated and the resulting location esti-
mates feature a certain level of localization error. This error is
modeled by a zero-mean Gaussian distribution characterized
by its standard deviation σ. This type of modeling of local-
ization errors has been established in the literature [20]–[22].
The true location information of the device is then a Gaussian
distributed random variable pair (XD ,YD ) given as follows,
with (μxD , μyD ) being the estimated location of the device:

XD ∼ N
(
μxD , σ

2
)
, YD ∼ N

(
μyD , σ

2
)
. (1)

As we assume the location of the AP to be known as
(xAP , yAP ), the Euclidean distance between the AP and the
device can be estimated as:

λ̂ =

√
(μxD − xAP )

2 +
(
μyD − yAP

)2 (2)

The signal attenuation at a distance λ between the device
and an AP is modeled using the log-distance path loss model,
where the signal attenuation L(λ) in dB is given by:

L(λ) = lc + 10γ log(λ). (3)

lc is a constant value related to the model fitting procedure.
The attenuation L(λ) is dependent on the distance λ from the
transmitting or receiving device (i.e., AP) and on the path-loss
coefficient γ of the environment.

According to [18], the estimated SNR between the device
and the AP can then be calculated as:

SNR = ln
Ptx

Nκσγ
− γ

2
ln

(
λ̂2

σ2
g

(
λ̂2

σ2

))
, (4)

with Ptx being the transmit power of the AP in dBm and N
being the noise floor. Moreover, the parameter κ is given as
κ = 10lc/10. Finally, the parameter γ is the path loss coeffi-
cient in the environment of interest, while g(.) is a Marcum 1
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Algorithm 1: Location-Based Handover

1 while Not associated do
2 Calculate estimated SNR;
3 if Estimated SNR ≥ required SNR + Threshold then
4 Wake up to receive beacon for one beacon

interval;
5 if Beacon Received then
6 Start Association Procedure;
7 else
8 Sleep until next location estimate available;
9 end

10 else
11 Sleep until next location estimate available;
12 end
13 end

function defined as follows:

g(ξ) = exp

(∫ ∞

ξ/2

e−t

t
dt

)
. (5)

The procedural diagram of the proposed mechanism is given
in Algorithm 1. The decision if a network discovery or han-
dover should be initiated is based on the estimated SNR
between the devices (cf., Equation (4)). In particular, the dis-
covery or handover procedure are envisioned to be initiated
if the estimated SNR from Equation (4) is higher than the
sum of a predefined SNR required for initiating a discov-
ery or handover and the Threshold parameter, otherwise the
IEEE 802.11ah radio will remain in a power saving mode.
Note that in IEEE 802.11ah the required SNR for discovery
equals 0 dBm, while for the handover different required SNRs
can be defined based on the desired data-rates to be supported
after the handover. The usual SNR values in this context are
in the range between 0 and 20 dBm [14].

B. Threshold Parameter

Threshold is a parameter in the mechanism that can be con-
figured based on a particular use-case. Specifically, if the focus
is on the energy efficiency, the mechanism should be “conser-
vative” in making discovery and handover decisions, meaning
that the device should be closer to the AP (i.e., the value of the
Threshold should be higher than 0 dB). If the focus is more
on faster association, the mechanism should be more “liberal”
and aim at establishing the connection to IEEE 802.11ah when
the device is further away from the AP (i.e., the Threshold
should be lower than 0 dB). By utilizing the Threshold param-
eter, the resulting energy consumption and association time to
IEEE 802.11ah of this procedure can be tuned based on the
requirements of a particular use-case.

C. Localization Service

In the presented mechanism, the multi-RAT device uti-
lizes the estimates of its physical location for deciding if
the discovery or handover should be performed. The loca-
tion estimates are provided by a localization service, which,

Fig. 2. State diagram for IEEE 802.11ah for the retrieval of the current
location using GPS.

as mentioned, features a certain level of localization error.
Due to the fact that the mechanism explicitly accounts for
different localization errors σ in making proactive discov-
ery and handover decisions, it can support different types of
localization services. This is important, as the errors in local-
ization differ significantly for different types of localization
sources. For example, this error ranges from tens of meters
for Global Positioning System (GPS)-based localization to
hundreds when using LPWAN services [11].

We envision estimating such errors characterized by σ uti-
lizing two main approaches. A more traditional one is based
on exhaustive experimental benchmarking of localization accu-
racy in the environment of interest [23]. A more suitable one
is to base the estimation of localization errors on a per esti-
mate basis (e.g., [24], [25]), which has been shown to feature
higher accuracy than the traditional approaches.

In addition, obtaining the location information of the device
incurs a certain delay, which differs for different types of local-
ization services. Figure 2 shows a flowchart of the system
with GPS-based localization, where the device has to have a
GPS module installed. Periodicaly (e.g., when it has a packet
to send) the device calculates its location through the GPS
module and then it calculates the current SNR. As before,
if the SNR is bigger than the sum of the desired SNR and
Threshold, the device will start listening for IEEE 802.11ah
beacons. If it manages to associate to IEEE 802.11ah, then
the packet is sent through this technology, otherwise the alter-
native LPWAN technology is used. Getting the localization
through GPS incurs certain delay, depending on whether the
GPS module has to perform a hot, warm, or cold start. As in
many cases the device can predict when it wants to send data,
it can proactively start the GPS module to avoid a delay in
obtaining the location estimate.

Figure 3 shows a flowchart of the system when using
LPWAN signals for localizing the device. Different from
before, the device first sends a message, of which the char-
acteristics can subsequently be used to estimate the device’s
location (e.g., using fingerprinting, time-difference of arrival,
or angle-of-arrival localization [26]). The data being sent by
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Fig. 3. State diagram for IEEE 802.11ah for the retrieval of the current
location using LPWAN-based localization.

the application running on the device can be used as localiza-
tion message, and it does not necessarily need to be an extra
message. As before, the device then calculates the current SNR
and depending on the comparison to the Threshold, it starts
listening for IEEE 802.11ah beacons for a predefined time.

D. Environment Adaptation

The proposed algorithm is intrinsically able to adapt to dif-
ferent types of deployment environments expected in different
use-cases. This can be done by adjusting the fitting parameters
of the utilized log-distance path-loss model. For deriving the
optimal parameters for the fitting of the model, we envision the
usage of crowd-sourced measurements. Crowd-sourcing is a
method for opportunistic collection of environmental measure-
ments, which can be applied to reduce the efforts of generating
coverage maps [27]. Through crowd-sourcing, one can obtain
received signal powers at different locations in an environ-
ment of interest. This information can then serve as a basis
for deriving lc and γ in the Equation (3) (e.g., using least
squares polynomial fitting).

IV. RESULTS

In this section, we present the evaluation methodology and
the obtained performance results of the proposed mechanism
in order to demonstrate its flexibility in meeting requirements
stemming from different IoT use-cases.

A. Evaluation Setup

We derive the results using the ns-3 event-based simulation
framework for IEEE 802.11ah [28]. The goal of the evaluation
is to capture the energy consumption, total time the device
is associated to IEEE 802.11ah, and delay in associating to
IEEE 802.11ah. We do that for the presented mechanism, as
well as for the baseline based on active beacon listening, which
is among the most widely used procedures for performing dis-
covery and handovers in Wi-Fi-based networks. In the baseline
approach, we consider the scenarios in which the device peri-
odically wakes up every 1 (BL 1), 5 (BL 5), 10 (BL 10), or
15 (BL 15) beacon intervals. If a beacon is received, the device

starts the association to IEEE 802.11ah. If the device manages
to associate to IEEE 802.11ah it remains associated until, after
7 beacons missed, the connection is dropped, representing a
standard-compliant disassociation procedure [2].

We carry out the evaluation in three types of deployment
environments: rural, suburban, and urban, as it is expected
that different use-cases will be enabled in all of these main
environmental types (cf., Section II). For simulating the
IEEE 802.11ah signal attenuation in the different environ-
ments, we use a COST231 multi-wall model [29], as it has
been extensively used in the existing literature due to its
adaptability and simplicity [30]–[32]. Specifically, we model
the received signal strength by accounting for the path loss
between the transmitter and the receiver (3.76 dB/meter for
signal propagation and 0.12 dB/meter of additional attenu-
ation inside buildings [12]), as well as add an attenuation
contribution of 3 dB for each wall in the direct path between
the devices. The number of buildings/walls in the direct path
between the devices has been captured using Open Street
Map (OSM) in combination with SUMO for importing OSM
specifications into ns-3 [33].

In addition, using the least square fitting procedure we fit
the log-distance propagation loss model used by the proposed
location-based mechanism with the propagation parameters of
the three selected environments (cf., Equation (3)). We do that
by collecting crowd-sourced measurements from random loca-
tions, that were drawn according to a uniform distribution, in
the three environments, based on ns-3 propagation modeling
discussed in the previous paragraph. We assume a mobile
RAT-device moving in a straight line from one location to a
new random location, with a speed of 2.78m/s (i.e., 10km/h)
and a sampling rate of 1 second, without taking into account
any localization error. Specifically, we collect measurements
at 63671, 22964, and 48860 locations in the rural, suburban,
and urban environments, respectively. In these measurements
the effect of mobile obstacles are not taken into account, as
we collected a sufficient amount of data to average out such
transient effects. The collected crowd-sourced measurements
are depicted (in blue) in Figure 4 together with their fitted
log-distance propagation loss models (in red). In the figure,
it can be seen that the maximum distance where the packets
could still be correctly received is 600 m for the rural and
suburban environments, while for urban scenario the range is
reduced to 400 m. This is an expected behavior as there are
significantly more buildings causing additional signal attenu-
ation in the urban environment compared to its suburban and
rural counterparts.

We simulate a device randomly moving inside and outside
a rectangular area that is partially covered by IEEE 802.11ah
(25km2 for rural, 4km2 for suburban, and 1km2 for urban),
while we assume the entire area is covered by NB-IoT. We
have opted for NB-IoT as a representative LPWAN technology
in contrast to other technologies with even higher communi-
cation ranges (e.g., LoRa, Sigfox) primarily due to its superior
localization accuracy. In other words, NB-IoT offers com-
paratively higher communication ranges than IEEE 802.11ah,
while simultaneously significantly outperforming the LPWAN
alternatives in terms of localization accuracy, making it a
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Fig. 4. Fitted log-distance propagation loss models (in red) from the crowd-sourced collected data (in blue) and maps of the three environments.

TABLE I
PARAMETERS USED IN THE EVALUATION

desired candidate in the considered evaluation scenarios [34].
Additional simulation parameters are shown in Table I.

To isolate the effects of the discovery and handover mech-
anism and characterize its performance, in the first part of the
evaluation we only consider the energy consumed by listening
for beacons and not that of data transmission and localization.
Moreover, we also do not consider other system aspects, like
latency due to the localization. This is because data transmis-
sion and localization are required by the IoT applications and
can therefore be used for free for making proactive discovery
and handover decisions. We calculate the energy consump-
tion by multiplying the time spent in each radio state (i.e.,
Rx, sleep, idle) with the power consumption in that state. The
power consumption values for IEEE 802.11ah are obtained
from the Atmel AT86RF215 radio, as it partially supports
IEEE 802.11ah modulations, are given in Table I [35].

As mentioned, the Threshold parameter is envisioned to
be used in the location-based mechanism for tuning its
performance to the use-case requirements (i.e., energy con-
sumption minimization vs. associating time maximization). To
evaluate if it serves its purpose, we vary the Threshold values
from −2 to 2 dB. Moreover, we evaluate the mechanism for
different localization inaccuracies typical for GPS (10 m) and
NB-IoT time-difference of arrival (100 m) [36], by adding
a value drawn from a zero-mean Gaussian distribution with

standard deviation based on the localization inaccuracy to the
current location of the device, which is a standard procedure
in modeling of localization errors (e.g., [21]).

In the second part of the evaluation, we aim at accounting
for the overhead caused by utilizing the location information
from GPS and LPWAN by comparing the delay in associ-
ating to IEEE 802.11ah. In more general terms, we aim at
demonstrating that the presented mechanism outperforms the
baseline regardless of the underlying localization service and
its location information provisioning features. Finally, we con-
sider two different packet generation intervals. Specifically, we
assume a packet being generated for transmission every 60
and 600 sec, as such intervals are to be expected in realistic
IEEE 802.11ah use-cases (e.g., [6]). The simulation parameters
are summarized in Table I.

B. Performance Analysis of the Location-Based Mechanism
for Network Discovery and Handover in IEEE 802.11ah

We evaluate the proposed location-based mechanism com-
paring it to the continuous beacon-listening approach. We do
that by capturing the consumed energy due to unsuccessful
handovers to IEEE 802.11ah, as well as the total time the
device is associated with the IEEE 802.11ah network through-
out the entire experiment (i.e., the association time). First, we
show the effect of localization accuracy on the performance
of the location-based mechanism. Then, we characterize the
effect of different thresholds on the handover performance.

In Figure 5, we depict the association time and energy con-
sumption for varying values of the Threshold parameter. We do
that for different location inaccuracies (i.e., GPS and NB-IoT),
as well as for perfectly accurate location of the mobile device.
Moreover, we depict four beacon-listening baselines with dif-
ferent periods. As visible in the figure, as the device wakes
up less frequently to listen to beacons, its average association
time is reduced, i.e., higher delays in association are incurred.
For all the graphs, it can be seen that lowering the Threshold
parameter below 0 dB, makes the mechanism more aggressive
and this allows achieving association times closer to BL1 (i.e.,
the baseline approach where the device is always listening for
beacons). This is observed for all location inaccuracies and
irrespective of the baseline. However, as can be clearly seen
in Figure 5e, the energy consumption of the location-based
mechanism is higher than the one observed for the BL5, BL10,
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Fig. 5. Duration of association to IEEE 802.11ah and energy consumed while not associated, considering different environments.

and BL15 baselines for the liberal Threshold values lower than
0 dB. In conclusion, the Threshold parameter used for tuning
the performance of the location-based mechanism can indeed
serve its purpose of trading-off the association time and energy
consumption.

For different types of environments, the same localization
technology can have different behaviors. For example, when
using NB-IoT-like accuracy in rural environments, the asso-
ciation time is up to 20% better than GPS-like accuracy,
having similar energy consumption. On the other side, in urban
environments, GPS-like accuracy performs better, yielding up
to 25% higher association time than NB-IoT-like accuracy,
with comparable energy consumption. This is due to the fact
that with a more liberal Threshold, GPS-like accuracy gener-
ally performs better. However, NB-IoT-like accuracy performs
better in rural environments because the device tries to con-
nect to IEEE 802.11ah even when the device is further away
from the AP, as rural areas have higher coverage range for
IEEE 802.11ah. Moreover, the algorithm will try to connect
from further away with higher localization error, due to the
uncertainty that causes. This is especially visible in Figure 5f,
where the energy consumption of NB-IoT-like accuracy is
always slightly higher then GPS-like, however the resulting
duration of association is lower.

In the rural environment, a Threshold of −1 dB is overall
very good for all the localization inaccuracies, as it shows sim-
ilar association time to BL5 (and only 2% worse than BL1),
but with 10 times lower energy consumption. In suburban envi-
ronments, −2 and −1 dB achieve performance close to BL1,
with the 68% lower energy consumption. On the other side,
in suburban environments, 1 dB is within the 5-10% associ-
ation of BL5, but at only half of the power consumption. In
urban, 0 dB has better association time than BL5 (15% less

than BL1), but with 50% lower energy consumption.These
results show that the proposed mechanism is flexible, as it
can be deployed in different types on environments and it
can be supported by different types of localization services.
Moreover, these results indicate that the location-based mech-
anism can achieve performance comparable to the baseline,
with a dramatic reduction in the energy consumption.

C. Full System Analysis

Here we consider the energy and latency overhead caused
by using a localization-service, specifically GPS and NB-IoT.
Specifically, the latency is the delay in association of
the device from the moment it can virtually connect to
IEEE 802.11ah to the moment it actually connects. In Figure 6,
we show respectively the results for the association time,
energy consumption, and delay in associating for varying
values of the Threshold parameter. We do that for different
localization-services (i.e., GPS and NB-IoT). We depict our
results for the urban environment due to the fact that the trends
and conclusions are consistent in the other two environments.
The baseline that we used here is based on periodic beacon
listening with the device waking up for every beacon. We only
show the results with packets being generated for transmission
every 60 sec, as the results for the 600 s show the same trend.

In line with the previous results, in Figure 6 it can be
seen that the Threshold parameter is able to tune the policy
of the mechanism, showing differences up to 250% between
−2 and 2 dB in the association time for NB-IoT localiza-
tion in Figure 6. As it is shown by Figures 6a and 6b, with
the increase of the Threshold parameter the association time
and the energy consumption diminish. However, in both cases
there is an increase in latency, as the device will try to connect
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Fig. 6. Performance results considering the overhead caused by the localization service, with a packet generation interval of 60 s.

only when in proximity of the AP. With Threshold smaller
than 0 dB, the graphs show that the association time and the
delay of association are similar to the baseline, however the
energy consumption is 65 times lower. However, as it can be
seen in Figure 6, despite accounting for the overhead due to
the localization service, the proposed location-based mecha-
nism consistently outperforms the baseline in terms of energy
consumption.

V. CONCLUSION

In this paper, we have presented a mechanism for opti-
mizing network discovery and handover management in
IEEE 802.11ah-supporting multi-RAT devices by utilizing
physical location information of the devices. By explicitly
accounting for the expected errors in localization, the mecha-
nism can be supported by different localization services (i.e.,
NB-IoT, GPS), usually with differing localization accuracy
and location information provisioning delays. The mechanism
can also account for signal propagation differences in different
types of environments and is, therefore, suitable for supporting
heterogeneous IoT applications.

We have evaluated the association time and energy con-
sumption of a location-based mechanism for initiating the
discovery and the handover from LPWAN to IEEE 802.11ah
networks. We have compared the achieved results with a base-
line based on periodic beacon listening, showing that the
location-based mechanism substantially improves the energy
consumption of the device, while having association times
comparable to the optimal baseline. In addition, we have
shown that the proposed mechanism is intrinsically able to
adjust its performance to the requirements of the use-case to
be supported. Specifically, we have observed that, especially in
urban and suburban environments, a more liberal Threshold of
−2dB yields higher association time (up to 66%), with much
higher energy consumption (up to 1900%) compared to a more
conservative Threshold of 2dB, due to its being aggressive in
trying to connect more. However, in rural environments the
choice of the Threshold policy highly affects the association
time, with decreases up to 52%, without affecting much the
energy consumed, due to the fact that rural environments have
less obstacles. Through the utilization of flexible propagation
modeling based on crowd-sourcing, the proposed approach can

be adapted to different types of the deployment environments
by having more accurate path-loss coefficients, again making a
case for its flexibility in supporting different use-case require-
ments. Finally, we studied the overhead caused by the adopted
localization service, showing that the proposed mechanism can
be supported by localization services with varying accuracy
and outperforms the optimal baseline even when considering
the localization service overhead. As future work, we will con-
sider alternative methods than log-distance propagation loss
model using Machine Learning techniques.
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